**Formulier voor de melding van kwetsbaarheden**

Gelieve de ontdekte informatie uitsluitend naar het volgende e-mailadres te sturen:

[**vulnerabilityreport@cert.be**](mailto:vulnerabilityreport@cert.be)

Wij verzoeken u voor zover mogelijk de volgende beveiligde communicatiemiddelen te gebruiken:

**PGP Key ID: 7E2A 6E16 BCDAA13E Key**

**Type: RSA-4096 Key**

**Fingerprint: 100049EF4B8A2266475F867C7E2A6E16BCDAA13E**

**Te bezorgen informatie**

Bezorg ons zo snel mogelijk na de ontdekking de hieraan verbonden informatie.

Geef voldoende informatie zodat wij het probleem kunnen reproduceren en zo snel mogelijk kunnen oplossen.

Wij verzoeken u ons (in het Nederlands, Frans, Duits of Engels) ten minste de volgende relevante informatie te bezorgen:

|  |  |
| --- | --- |
| Naam:  Voornaam:  Nummer identiteitskaart: |  |
| E-mailadres:  Telefoonnummer:  Adres: |  |
| Beschrijving van de kwetsbaarheid: |  |
| Soort kwetsbaarheid: |  |
| Configuratiedetails: |  |
| Besturingssysteem: |  |
| Uitgevoerde bewerkingen (logs): |  |
| Gebruikte tools: |  |
| Data en tijdstippen van de tests: |  |
| IP-adres of URL van het betrokken systeem: |  |
| Alle andere relevante informatie: |  |
| **Bijlagen (screenshots)** | **Bij te voegen** |