**Form to report vulnerabilities**

Information that you uncover must only be sent to the following e-mail address:

[**vulnerabilityreport@cert.be**](mailto:vulnerabilityreport@cert.be)

Please use the following secure means of communication as much as possible:

**PGP Key ID: 7E2A 6E16 BCDAA13E Key**

**Type: RSA-4096 Key**

**Fingerprint: 100049EF4B8A2266475F867C7E2A6E16BCDAA13E**

**Information to be provided**

Please send us the relevant information as soon as possible after your discovery.

Provide us with sufficient information so that we can reproduce the problem and solve it as quickly as possible.

Please give us at least the following relevant information (in Dutch, French, German or English):

|  |  |
| --- | --- |
| Last name:  First name:  ID card number: |  |
| E-mail address:  Phone number:  Address: |  |
| Description of the vulnerability: |  |
| Type of vulnerability: |  |
| Configuration details: |  |
| Operating system: |  |
| Operations performed (logs): |  |
| Tools used: |  |
| Dates and times of the tests: |  |
| IP address or URL of the system concerned: |  |
| Any other relevant information: |  |
| Attachments (screenshots). |  |