**Form to report vulnerabilities (CCB websites)**

Information that you uncover must only be sent to the following e-mail address:

[**vulnerabilityreport@ccb.belgium.be**](mailto:vulnerabilityreport@ccb.belgium.be)

Please use the following secure means of communication as much as possible:

**PGP Key ID: 0x31A9EA55**

**Type: RSA-4096 Key**

**Fingerprint: 8E98 3C10 BC8D 23BA EE1B 9CB9 670C A658 31A9 EA55**

You can also contact the department or person responsible for the policy on the following telephone number:

**+32 (0)2 501 05 60 (Centre for Cyber Security Belgium - CERT.be department)**

**Information to be provided**

Please send us the relevant information as soon as possible after your discovery.

Provide us with sufficient information so that we can reproduce the problem and solve it as quickly as possible.

Please give us at least the following relevant information (in Dutch, French, German or English):

|  |  |
| --- | --- |
| Last name:  First name:  ID card number: |  |
| E-mail address:  Phone number:  Address: |  |
| Description of vulnerability: |  |
| Type of vulnerability: |  |
| Configuration details: |  |
| Operating system: |  |
| Operations performed (logs): |  |
| Tools used: |  |
| Dates and times of the tests: |  |
| IP address or URL of the system concerned: |  |
| Any other relevant information: |  |
| Attachments (screenshots). |  |