# Appel à projets NCC-BE CYBERSÉCURITÉ 2025 « Funding for Cyber » – Modèle de candidature
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Cofinancé par l'Union européenne. Les points de vue et avis exprimés n’engagent toutefois que leur(s) auteur(s) et ne reflètent pas nécessairement ceux de l'Union européenne ou de Digital Europe. Ni l'Union européenne ni l'autorité qui accorde la subvention ne sauraient en être tenues pour responsables.

**Veuillez supprimer cette page lors de la soumission de la proposition**.

## Contexte et conseils

Le Centre National de Coordination pour la Cybersécurité Belgique (NCC-BE)

Le Centre National de Coordination pour la cybersécurité (NCC-BE) a été créé par le gouvernement belge en vertu de l'article 6 du règlement (UE) 2021/887 au sein du Centre pour la Cybersécurité Belgique (CCB) par l'arrêté royal du 16 février 2022 (modifiant l'arrêté royal du 10 octobre 2014 portant création du CCB).

Le gouvernement belge ambitionne que le NCC-BE devienne le partenaire privilégié de l’ensemble des parties prenantes, qu'elles soient issues des secteurs public ou privé, que ce soit au niveau local, régional ou national, dans le domaine de la cybersécurité. En outre, le NCC-BE joue un rôle proactif et dynamique dans le cadre du Centre de compétences européen en matière de cybersécurité (en anglais ECCC) et au sein du réseau des NCC.

Le NCC-BE œuvre à la création d'un paysage numérique sécurisé, au renforcement de la résilience nationale et à l'amélioration de la capacité à répondre aux cyberincidents. Chaque activité, étape et résultat escompté d'un projet proposé par un candidat doit être conforme aux objectifs définis dans le document officiel de l'appel à projets.

Les objectifs du financement en cascade du NCC-BE et les informations relatives à la description de la subvention, aux critères d'éligibilité, au processus de candidature et d'évaluation, y compris les critères d'attribution, le suivi, les rapports et le remboursement, ainsi que la protection des données, figurent dans le document d'appel à projets « Funding for Cyber » disponible sur [la page NCC-BE](https://ccb.belgium.be/fr/ncc).

Conseils

*Veuillez supprimer cette page lors de la soumission de la proposition, ainsi que les conseils et les informations figurant dans chaque section. Ce modèle de candidature comprend les sections suivantes*:

* **Page de couverture**
* Nom du projet
* Acronyme du projet
* Nom légal de l’organisation du candidat, pays et informations juridiques
* **Proposition de projet**
* Résumé
* Description du projet : portée, objectifs et résultats escomptés
* Expertise de l'équipe de projet et capacité à mener à bien les travaux proposés
* Plan de travail, activités, ressources et calendrier
* Impact

# page de couverture

|  |
| --- |
| Informations sur la proposition |
| Nom du projet | *Nom du projet* |
| Acronyme du projet (facultatif) | *Acronyme* |
| Nom légal de l’entité | *Nom légal complet de l'entité qui soumet sa candidature*  |
| Adresse | *Adresse de l'entité qui soumet sa candidature :**Rue et numéro**Ville et code postal**Pays* |
| Adresse mail | *Adresse mail de contact* |
| Numéro de TVA | *Numéro de TVA national de l'entité qui soumet sa candidature* |
| Pays | *Pays d'établissement de l'entité* |
| Numéro PIC (facultatif) | *Code d'identification du participant, identifiant à 9 chiffres utilisé dans les programmes de financement et les marchés publics de l'Union européenne. À fournir si disponible.* |
| **Statuts de l’entité** | *Statuts de l'entité, y compris référence à l'annexe avec une copie de l'association de l'entité.* |
| **Déclaration relative au double financement** | En soumettant cette proposition de projet, le demandeur confirme qu'aucun double financement ne s'applique aux activités du projet ou à une partie de celles-ci. |
| **Déclaration relative à l'exactitude des données fournies** | En soumettant cette proposition de projet, le candidat confirme qu’à sa connaissance, les informations fournies dans ce document et ses annexes sont exactes, complètes et fournies de bonne foi. Le candidat comprend que toute personne qui, guidée par une intention frauduleuse, fournit de fausses informations, transmet des documents falsifiés ou modifiés, ou encore dissimule des informations, rend la candidature sous-jacente inéligible et est susceptible de poursuites pénales. |

# Proposition DE PROJET

## Résumé de la proposition

*Résumé de la proposition de projet, qui pourra être publié sur la page correspondante du site Internet du NCC-BE si le projet est financé. Longueur maximale : 2 000 caractères (espaces compris)*

## Description du projet : portée, objectifs et résultats escomptés

1. Portée du projet

*Description de la portée du projet, y compris son objectif et son groupe cible. Longueur maximale : 2 000 caractères.*

1. Objectifs

*Liste des objectifs spécifiques du projet et description. Descriptions à inclure :*

* *alignement sur le document d'appel à projets « Funding for Cyber » et objectifs poursuivis.*
* *contribution aux objectifs politiques à long terme, aux politiques et stratégies pertinentes ainsi qu’aux synergies avec les activités au niveau européen*

*Longueur maximale : 2 000 caractères.*

1. Résultats escomptés

*Résultats escomptés décrits avec suffisamment de détails (techniques). Longueur maximale : 2 000 caractères.*

## Expertise de l'équipe de projet et capacité à mener à bien les travaux proposés

1. Expertise de l’équipe de projet

*Présentation de l'équipe de projet, y compris son expertise, qui justifie la capacité technique de l'équipe à mener à bien les travaux proposés. Cela comprend des données confirmant que l'entité possède une expérience dans le domaine de la sensibilisation à la cybersécurité ou de la création d'infrastructures pour les PME.*

|  |  |  |
| --- | --- | --- |
| Nom et rôle dans l’organisation | Statut d’emploi et pourcentage  | Expertise pertinente y compris références juridiques ou factuelles |
| *1* | *Par exemple, salarié, indépendant, etc., y compris le pourcentage de temps consacré à l'organisation.* | *Description de l'expertise du membre de l'équipe de projet, y compris référence à l'annexe avec une copie des données juridiques ou factuelles.* |
| *2* |  |  |
| *3* |  |  |

1. Capacité financière de l’organisation

*Toute donnée juridique ou factuelle permettant d'évaluer la capacité financière de l'organisation à réaliser les travaux proposés pour le développement du projet. La capacité financière est nécessaire pour garantir que le candidat est en mesure de soutenir la phase de développement du projet telle que décrite dans la candidature. Une liste non exhaustive des documents et informations pouvant être fournis est disponible dans le document d’appel à projets. Une liste des documents fournis en annexe à la proposition de projet, y compris une référence à l'annexe, doit être incluse.*

1. Évaluation du contrôle de la propriété

*Toute donnée juridique ou factuelle permettant l'évaluation du contrôle de la propriété (« Ownership Control Assessment », OCA) conformément à l'article 12, paragraphe 5, du règlement (UE) 2021/694.*

## Plan de travail, activités, ressources et calendrier

1. Plan de travail et ressources

*Plan de travail à mettre en œuvre et résultats escomptés ; durée de développement estimée pour atteindre les résultats proposés, calendrier des activités estimé et évaluation des ressources nécessaires (en nombre de hommes mois des membres de l'équipe de projet). Longueur maximale : 4 000 caractères.*

1. Budget

*Ressources et budget estimé (correspondant aux coûts directs éligibles) nécessaires à la réalisation de la proposition de projet. Le coût minimum du projet est de 60 000 EUR. La subvention allouée par projet approuvé s'élèvera à un maximum de 60 000 EUR. Ce montant maximal ne peut être dépassé. Dans le cas de projets dont le coût total est supérieur au montant maximal de la subvention, les bénéficiaires doivent financer eux-mêmes le montant dépassant le montant maximal de la subvention.*

|  |  |  |
| --- | --- | --- |
| Catégorie budgétaire | Budget (€) | Description et justification |
| Coûts de personnel  |  | *Description et justification des coûts de rémunération des personnes chargées de la mise en œuvre du projet, y compris le nombre total de hommes mois.* |
| Sous-traitance |  | *Description et justification des coûts de sous-traitance. Les candidats doivent veiller à obtenir le meilleur rapport qualité-prix. Toutes les activités du projet, y compris les travaux effectués par des prestataires de services, doivent avoir lieu dans des pays éligibles.* |
| Coûts d’achat |  | *Description et justification des coûts d'achat. Pour les coûts d'équipement, seuls les coûts d'amortissement selon les pratiques comptables habituelles du candidat sont éligibles.* |
| Autres coûts |  | *Description et justification des autres coûts.* |
| Coûts totaux |  |

## Disponibilité et impact

1. Disponibilité

*Descriptions à inclure :*

* *Maturité commerciale : mesure dans laquelle la solution développée par le projet est prête à être déployée sur le marché.*
* *Accessibilité financière de la solution pour un large éventail d'utilisateurs, y compris les PME et les associations sans but lucratif.*
* *Accessibilité de la solution développée.*
* *Mesure dans laquelle la solution développée peut être intégrée dans les activités des PME ou des associations sans but lucratif avec un effort et des ressources limités.*
* *Evolutivité de la solution.*

*Longueur maximale : 2 000 caractères.*

1. Impact

*Descriptions à inclure :*

* + *Description de l’impact bénéfique du projet sur la cybersécurité des PME belges et/ou le respect de la législation en matière de cybersécurité.*
	+ *Mesure dans laquelle le projet est susceptible d'atteindre les résultats et objectifs attendus mentionnés dans l'appel à projets « Funding for Cyber » et les plans de diffusion et de communication des résultats du projet.*
	+ *Mesure dans laquelle le projet renforcerait la compétitivité des bénéficiaires belges dans l'Union européenne et serait bénéfique pour la société.*

*Longueur maximale : 2000 caractères.*

## Approbation de la soumission

|  |
| --- |
| Nom de l’entité : …………….................................................................................................................................. |
| Représentée par Nom : …………………………................................................................................................................Fonction : …………………………................................................................................................................Signature :  |