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DDoS Demystified: How to Stay Online
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• All sectors, 

especially financial

• Often linked to 

hacktivism

DDoS in Belgium: a sporadic threat
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• If we notice you are under DDoS, you will get a call or an 

email from the CCB

• You will obtain a CTI package to help you block illegitimate

traffic as well as a report about the threat actor (where

applicable)

How the CCB supports you

Don’t forget to fill in your incident notification! 

https://www.youtube.com/watch?v=FMr48xXJeTw&t=196s

https://www.youtube.com/watch?v=FMr48xXJeTw&t=196s
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Register now!

• Register with Safeonweb! 
https://atwork.safeonweb.be/register-my-
organisation

• We will contact whoever is in that form, so:
• Avoid typos

• Make sure the email addresses don’t bounce

• Put in the contact information of the operational
team or someone involved in incident response

https://atwork.safeonweb.be/register-my-organisation
https://atwork.safeonweb.be/register-my-organisation
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• Get indicators of compromise directly via MISP

• Want to connect? Email info@ccb.belgium.be

• Want to know more about MISP?: https://misp-project.org/

• Share your logs! -> Email info@ccb.belgium.be

Why a CTI package?

mailto:info@ccb.belgium.be
https://misp-project.org/
mailto:info@ccb.belgium.be
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• Know your network and your applications

• Finetune your security tools (e.g. firewall)

• Get anti-DDoS protection

• Register on Safeonweb

• Build a playbook and test it beforehand

Need any help?

https://ccb.belgium.be/recent-news-tips-and-warning/ccb-technical-guideline-ddos-
protection-and-prevention

5 preparation measures that may save
you

https://ccb.belgium.be/recent-news-tips-and-warning/ccb-technical-guideline-ddos-protection-and-prevention
https://ccb.belgium.be/recent-news-tips-and-warning/ccb-technical-guideline-ddos-protection-and-prevention
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Upcoming Webinars

Quarterly Cyber Threat Report (QCTR) event 

• 16 October 2025 – 2.00-4.00 PM CEST

NIS2 & CyberFundamentals (CyFun) webinar

• 17 October 2025 

Cyber Tips – fill out the survey for suggestions

• 25 November 2025 – 10.00-10.30 AM CEST
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Did you know…

…that we have interesting vacancies?

Scan the QR code and discover our job 

offers for you.



Questions?
Ask away in the Q&A section!

Further questions and feedback can be sent to
info@ccb.belgium.be



Centre for Cybersecurity Belgium

Under the authority of the Prime Minister

Rue de la Loi / Wetstraat 18 - 1000 Brussels

www.ccb.belgium.be
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