**Formular zur Meldung von Sicherheitslücken (CCB-Websites)**

Sie dürfen die Informationen zu Sicherheitslücken ausschließlich an folgende E-Mail-Adresse senden:

**vulnerabilityreport@ccb.belgium.be**

Bitte benutzen Sie, soweit möglich, die folgenden gesicherten Kommunikationsmittel:

**PGP Key ID: 0x31A9EA55**

**Typ: RSA-4096 Key**

**Fingerprint: 8E98 3C10 BC8D 23BA EE1B 9CB9 670C A658 31A9 EA55**

Sie können sich auch unter der folgenden Telefonnummer an die Dienststelle oder die für die Richtlinie verantwortliche Person wenden:

**+32 (0)2 501 05 60 (Zentrum für Cybersicherheit Belgien – Dienst CERT.be)**

**Mitteilung der Informationen**

Bitte senden Sie uns die entsprechenden Informationen so bald wie möglich, nachdem Sie diese entdeckt haben.

Teilen Sie uns ausreichende Informationen mit, damit wir das Problem reproduzieren und so schnell wie möglich lösen können.

Bitte lassen Sie uns (auf Niederländisch, Französisch, Deutsch oder Englisch) zumindest die folgenden relevanten Informationen zukommen:

|  |  |
| --- | --- |
| Name:Vorname:Nummer des Personalausweises: |  |
| E-Mail-Adresse:Telefonnummer: Adresse: |  |
| Beschreibung der Sicherheitslücke: |  |
| Art der Schwachstelle: |  |
| Details zur Konfiguration: |  |
| Betriebssystem: |  |
| Durchgeführte Operationen (Logs): |  |
| Verwendete Tools: |  |
| Datum und Uhrzeit der Tests: |  |
| IP-Adresse oder URL des betreffenden Systems: |  |
| Sonstige wichtige Informationen: |  |
| Anhänge (Screenshots) |  |